Georgia Tech's Cyber Security team protects Georgia Tech users and resources from potential attacks. The team works with campus units to identify and neutralize attacks on campus IT resources and data, educate users to cyber threats, and ensure compliance with information security laws and policies.

When a laptop is issued to a team member to be used during their flexwork time, it is vital that the machine is equipped to proactively prevent the exploitation of IT vulnerabilities that exist within an organization.

The top two (2) ways to make sure your team and their equipment are protected is:

1. Make sure they know to always use the VPN when working off campus. By using the VPN, users are afforded the protections of the GT Firewall as if they were working on campus. This not only protects GT equipment and networks but also their information as well.
2. Install the FireEye Endpoint Security agent or the equivalent that is used in your department on all machines. This enables IT to monitor for security issues or identify suspicious activity in a timely manner.

Contact information for Georgia Tech Cyber Security:

Email: ask@security.gatech.edu
Phone: 404.385.CYBR (2927)

Click here if you would more information on the Georgia Tech Cyber Security Policy.